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1. Background and Scope
Pursuant to Article 19 of the old Control Regulation (EEC) N° 2847/93, Member States were required to put in place a data validation system comprising in particular cross-checks and verification of catch registration and VMS data. Numerous inspection programmes, investigations and projects have shown that in most cases Member States do not have in place an efficient or effective data validation system. [in how far was this confirmed by the EFCA mapping exercise? If yes, make reference?] When presented with the results of analyses performed by the Commission, Member States have repeatedly excused their lack of compliance to be a result of an apparently vague legal provision.

This is why the obligation for Member States to set up a "validation system" has been defined to greater detail in the current Control Regulation: Control Regulation (EC) N° 1224/2009 Art.109 "General principles for the analysis of data", and Control Implementing Regulation (EU) N° 404/2011 Art.144-145 "Data to be validated" and "Validation procedures". Although the requirements in this legal instrument are much more detailed, there is a pressing need to clarify the remaining confusions and to set clear guidelines for the Member States to implement this validation tool. 

 [This document contains an analysis of these obligations, summarizing the costs and the benefits related to the implementation of such a system. It also contains guidelines which can be used for the implementation and usage of the system.]
The obligations describing access to and exchange of data are not treated within this project, but are in the IFDM program placed under the secure web sites project (SECWEB). 

2. Inventory and Analysis of Legal Obligations
This chapter contains all articles from the Control Regulation and its Implementing Regulation regarding the validation system, as well as some related comments. 
2.1. Set up a database

1224/2009 Art.109 (1.) Member States shall set up a computerised database for the purpose of validation of data recorded in accordance with this Regulation [...].

404/2011 Art.144 (1.) For the purpose of the computerised validation system, Member States shall ensure that all data referred to in Article 109(2) of the Control Regulation, are stored in a computerised database or databases.

A (computerized) database or databases have to be set up by Member States, containing control data (see further) for validation purposes. In most cases, MS have already set up one or multiple databases containing part of the required data, so in these cases this will be a review and/or extension of the available databases. 

404/2011 Art.144 (2.) The data in the databases referred to in paragraph 1 shall be accessible for the validation system on a continuous basis and in real-time. The validation system shall have direct access to all these databases without any human intervention. To this end all databases or systems in a Member State containing the data referred to in paragraph 1 shall be linked with each other.
The database or databases shall be accessible (to the validation system) at all times: on a continuous basis and in real-time. No human intervention should be necessary in the sense that the validation procedures shall not require intermediate steps where a person has to export/prepare/copy data for a next step. The linking of different databases could be in the form of web services to the different databases which are all accessible by the validation system. 

1224/2009 Art.109 (7.) If the data referred to in paragraph 2 are not transmitted by electronic means Member States shall ensure that they are entered manually into the database without delay.

404/2011 Art.144 (3.) If the data referred to in paragraph 1 are not stored automatically in a database, Member States shall foresee the manual entry or digitising into the databases, without delay and by respecting the deadlines set in the relevant legislation. The date of data receipt and data entry shall be correctly recorded in the database.
1224/2009 Art.109 (10.) The databases established and data collected by Member States referred to in this Regulation shall be deemed authentic under the conditions established under national law.
Furthermore, the Control Regulation requires the Member States to submit all non-electronic data to the database without delay, which implies two issues. The first is that all non-electronic data shall be submitted into the database: paper logbooks, paper sales notes, paper inspection reports, paper sightings etc. The second issue is that these manual data shall be available in the database "without delay", meaning that they do not delay the submission of data within the deadlines laid down in the Common Fisheries Policy (CFP). E.g. the notification of aggregated catch data to the Commission shall be submitted before the 15th of next month. 
2.2. Set up a validation system

1224/2009 Art.109 (1.) Member States shall set up [...] a validation system no later than 31 December 2013.

A validation system based on this database has to be set up no later than 31/12/2013. The specificities of the system are the subject of all further articles in the legislation. 

1224/2009 Art.109 (2.) Member States shall ensure that all data recorded in accordance with this Regulation are accurate, complete and submitted within deadlines laid down in the common fisheries policy. In particular: 

(a) Member States shall perform cross-checking, analyses and verifications of the following data through automated computerised algorithms and mechanisms: [...]
 (b) the following data shall also be cross-checked, analysed and verified where applicable: [...]
All data which are recorded in the database should be accurate and complete as a result of cross-checks, analysis and verification. These checks should be terminated taking into account CFP deadlines for submitting the validated data.

Several concepts of checks are mentioned in the legal text. Analysis is a very general concept; in this case it can be defined as studying the data in detail in order to gain a better understanding of it. Verification is comparing data with reality, whereas cross-checking is referring to the comparison of one dataset with another one and vice-versa. Depending on the type of data, a different type of check can be defined under the form of business rules (see further). 

1224/2009 Art.109 (3.) The validation system shall allow the immediate identification of inconsistencies, errors and missing information in the data.
404/2011 Art.145 (1.) The computerised validation system shall validate each dataset referred to in Article 144(1) of this Regulation on the basis of automated computerised algorithms and procedures in a continuous, systematic and thorough manner. The validation shall contain procedures to control the basic data quality, to check the data format and the minimal data requirements, as well as more advanced verification by analysing several records of a dataset into detail, using statistical methods, or cross- checking data from different sources. 

The regulation is emphasizing the use of automated checks, which will allow for a continuous enhancement of data quality. Here as well, the concept of business rules can be applied very well. 

2.3. Data to be included

The data to be included in the validation database and system are exhaustively listed (1224/2009 Art.109(2a-b); 404/2011 Art.144(1), Annex XII, Annex XXIII, Annex XXVII, Annex XXXII). A summary is given below, of which the data marked with an (*) have to be verified obligatory, the other items where applicable/available. The details on fishing licenses and authorisations are not explicitly referred to in the validation articles, but correspond logically to the lists in Annexes II and III of 404/2011. 

· VMS data (*) (Annex XXXII)

· logbook data (*) (Annex XII)

· landing declaration (*) (Annex XII)

· transshipment declaration (*) (Annex XII)

· prior notification (*) (Annex XII)

· take-over declarations (*) (Annex XII)

· transport documents (*) (Annex XII)

· sales notes (*) (Annex XII)

· fishing licences (*) (Annex II)

· fishing authorisations (*) (Annex III)

· inspection reports (*) (Annex XXVII)

· engine power (*) (Annex II)

· VDS data

· sightings (*) (Annex XXIII)

· data relating to international fisheries agreements

· entry and exit data from fishing areas, restricted areas, RFMO areas and third country waters

· AIS data

· any other data deemed necessary for the purpose of the validation procedures
· validation business rules (*) (Annex XXXII)

· validation inconsistencies (*) (Annex XXXII)

· validation information (*) (Annex XXXII)

The category of VDS (Vessel Detection System) data is a special case, since VDS in itself is the result of analysis and cross-checking of different data sources (satellite imagery, VMS, AIS, sightings). On the other hand, the outcome of a VDS analysis can be a source for further validation. 

The data on validation business rules, inconsistencies and information should be available in the database, but should not be the subject of checks and analyses. They are rather the tools and results of such an analysis. 

2.4. Business rules
404/2011 Art.145 (2.) For each validation procedure, there shall be a business rule or a set of business rules that defines which validations are executed by the procedure, as well as where the results of these validations are stored. Where applicable, the relevant reference to the legislation whose application is being verified shall be indicated. The Commission may define after consultation with Member States a standard set of business rules to be used. 

The business rules are at the heart of the validation system. The overview of business rules is giving all the necessary information on how the validation system is working, since this contains not only which validations are programmed, but also where the validated data and results can be found in the database. To assess the effectiveness of a validation system, the number and detail of active business rules is a very good indicator. 
2.5. Validation results

1224/2009 Art.109 (4.) Member States shall ensure that the database clearly displays any data inconsistencies detected by the data validation system. The database shall also flag all data that were corrected and indicate the reason for such a correction.

1224/2009 Art.109 (6.) Member States shall ensure that the dates for data receipt, data entry, data validation and the dates for the follow-up of detected inconsistencies are clearly visible in the database.

404/2011 Art.145 (3.) All results of the computerised validation system, both positive and negative, shall be stored in a database. It shall be possible to identify immediately any inconsistency and non- compliance issue detected by the validation procedures, as well as the follow-up of these inconsistencies. It shall also be possible to retrieve the identification of fishing vessels, vessel masters or operators for which inconsistencies and possible non-compliance issues were detected repeatedly in the course of the past 3 years. 

Primarily the validation system should display all inconsistencies detected (as a result of business rules), which is generally done in the form of a scoreboard with drill-down possibilities to get to the validation details. On top of this, the system should keep track of corrections, reasons for correction, receipt date, data entry date, validation date, follow-up date, positive or negative validation results, and the original value (see further). A last requirement is that the system should foresee an overview of validation inconsistencies per fishing vessel, master and operator over a period of 3 years. 
It should be possible to be warned immediately (=as soon as the data are submitted) of inconsistencies, errors and missing information. This is the reason why the validation system should be able to check data on a continuous basis, and should be able to connect automatically to all databases needed (see previous). 

1224/2009 Art.109 (5.) If an inconsistency in the data has been identified, the Member State concerned shall undertake the necessary investigations and, if there are reasons to suspect that an infringement has been committed, take the necessary action.

1224/2009 Art.109 (9.) If the Commission has identified inconsistencies in the data entered in the database of the Member State as a result of its own investigations, and after having presented documentation and consulted with the Member State, it may require the Member State to investigate the reason for the inconsistency and to correct the data if necessary.

404/2011 Art.145 (4.) The follow-up of the inconsistencies detected by the validation system shall be linked with the validation results, indicating the date of validation and follow-up.

If the detected inconsistency is identified as the result of a wrong data entry, that data entry shall be corrected in the database, clearly marking the data as being corrected, as well as reporting the original value or entry and the reason for correcting the data. 

If the detected inconsistency leads to a follow-up, the validation result shall contain a link to the inspection report, where appropriate, and the follow-up of it.

Inconsistencies resulting from the validation process shall be followed-up with corrections, or in some cases further inspection. In the latter case, it should be possible to link the validation results with the inspection report. 
2.6. National implementation plan

1224/2009 Art.109 (8.) Member States shall establish a national plan for the implementation of the validation system covering the data listed under points (a) and (b) of paragraph 2 and the follow-up of inconsistencies. The plan shall allow Member States to make priorities for the validation and cross-checks and subsequent follow up on inconsistencies based on risk management. The plan shall be submitted to the Commission for approval by 31 December 2011. The Commission shall approve the plans before 1 July 2012 having allowed for the Member States to make corrections. Amendments to the plan shall be submitted to the Commission on an annual basis for approval.

All Member States have to send a national implementation plan to the Commission (=College of Commissioners), who shall approve the plans before 1 July 2012. The content of this plan is minimally described in the legal text: it should describe the implementation for the different datasets (listed in §2.3) and how inconsistencies will be followed-up. 
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